
1. Introduction 

BudriganTrade (“we”, “us”, “our”) is committed to protecting your privacy and ensuring 
transparency in the handling of personal information. This Privacy Policy describes how we 
collect, use, store, disclose, and protect information about individuals who access or use 
our services related to BudriganCoin (), including our platform, website, applications, and 
related services (collectively, the “Services”). 

By accessing or using our Services, you acknowledge and agree to the practices described 
herein. If you do not agree, please refrain from using our Services. 

 

2. Information We Collect 

2.1 Personal Identification Information 

We collect personal information necessary for identification, compliance, and provision of 
services, including but not limited to: 

• Full name, date of birth, nationality 

• Government-issued identification (passport, driver’s license) 

• Contact information (email, phone number, mailing address) 

• Proof of residence (utility bills, bank statements) 

• KYC/AML verification documents 

2.2 Financial Information 

We collect information related to your financial activities and investments, including: 

• Bank account and payment information 

• Wallet addresses and blockchain transaction history 

• Transaction records, staking and investment participation 

• Portfolio balances and investment preferences 

2.3 Technical and Usage Information 

Automatically collected information may include: 

• IP address, device type, operating system, browser type 

• Cookies, session data, analytics data 

• Interaction with the platform, applications, and website features 

• Clickstream and usage patterns 

2.4 Communications 



• Emails, messages, chat transcripts, and correspondence with our support team 

• Feedback, surveys, or participation in promotional activities 

2.5 Blockchain Transaction Data 

• On-chain transactions, wallet interactions, smart contract participation 

• Transaction hashes and timestamped records 

• Metadata associated with token transfers and staking 

 

3. How We Use Your Information 

Your personal and technical information may be used for: 

1. Service Delivery: Enabling account creation, access to  platform, wallet 
management, staking, and other investment services. 

2. KYC and Regulatory Compliance: Ensuring compliance with anti-money 
laundering (AML), counter-terrorism financing (CTF), and other regulatory 
requirements. 

3. Transaction Processing: Handling deposits, withdrawals, trades, staking, and 
reward distribution. 

4. Communications: Sending account notifications, updates, promotions, 
newsletters, or other information relevant to your investment activities. 

5. Security: Monitoring platform activity to prevent fraud, unauthorized access, or 
other malicious activity. 

6. Business Analytics: Improving our platform, features, and services through 
analysis of aggregated usage data. 

7. Legal and Audit Purposes: Retaining data to meet statutory, legal, and regulatory 
obligations. 

 

4. Sharing and Disclosure of Information 

We do not sell personal information. Sharing is limited to: 

• Service providers and partners: For hosting, analytics, financial services, and 
regulatory reporting. 

• Government and regulatory authorities: Where legally required for compliance 
with applicable laws. 

• Business transactions: In case of mergers, acquisitions, or asset transfers. 



• Legal proceedings: To defend rights, claims, or protect assets. 

All third parties are contractually required to implement security measures to protect your 
data. 

 

5. Data Security 

We maintain strict security protocols to protect personal and financial data, including: 

• Encryption of sensitive data in transit and at rest 

• Multi-factor authentication and access controls 

• Regular penetration tests, audits, and security monitoring 

• Secure storage of KYC and wallet information 

While we use industry-standard safeguards, absolute security cannot be guaranteed. You 
acknowledge the inherent risks of using digital assets and blockchain technology. 

 

6. Data Retention and Deletion 

• Data is retained only as long as necessary to provide services, meet regulatory 
obligations, resolve disputes, or enforce agreements. 

• Upon request, we will delete or anonymize personal data, subject to compliance 
with legal and regulatory retention requirements. 

• Certain on-chain transaction data may be immutable and permanently recorded on 
public blockchain networks. 

 

7. User Rights 

Depending on your jurisdiction, you may have rights including: 

• Access, correction, or deletion of personal information 

• Objection to processing for specific purposes 

• Withdrawal of consent for specific uses 

• Data portability requests 

Requests must be submitted through official channels. Verification of identity may be 
required before action. 

 

8. Cookies, Tracking, and Analytics 



• Use of cookies, web beacons, and analytics to enhance user experience, measure 
traffic, and understand behavior. 

• Users can control cookies via browser settings, though some features may be 
limited if disabled. 

 

9. Cross-Border Data Transfers 

• Personal information may be stored or processed outside your country. 

• Transfers are subject to applicable data protection laws, including GDPR for EU 
residents, and involve adequate safeguards such as contractual clauses or 
recognized certification frameworks. 

 

10. Investor-Specific Risks 

• Personal information and transaction data may impact regulatory classification and 
taxation. 

• On-chain activities are publicly visible and immutable; while addresses are 
pseudonymous, transactions may be traced. 

• Users should consult financial and legal advisors regarding investment 
implications. 

 

11. Minors 

Services are not directed to individuals under 18 years old. Data collected inadvertently 
will be deleted promptly upon discovery. 

 

12. Smart Contract and Blockchain Disclosures 

• Interactions with  smart contracts are subject to blockchain protocols. 

• Users assume all risks associated with smart contract execution and token 
management. 

• Bugs, exploits, or network failures are beyond our control, though we implement 
rigorous testing and auditing. 

 

13. Changes to Privacy Policy 

• Updates will be published with a revised effective date. 



• Continued use of Services constitutes acceptance of updated policies. 

 

14. Contact Information 

• Email: info@budrigan.com 

 


